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CYBERSECURITY 
SEMINARS 

OBJECTIVES AND
RULES



Familiarizing students with a wide range of business concepts that they
will encounter in their professional lives; 
Teaching students a new way of thinking by analyzing a problem not 
solely from a technical perspective; 
Making students utilize the knowledge they have accumulated over the 
years to deliver real-world value;
Cultivating creative thinking and imagination through problem-solving. 

OBJECTIVES: 

The Cybersecurity Seminars aim at the following: 



The exam is 'pass or fail';
Students will be evaluated on the innovativeness of their ideas and their 
understanding of the course's concepts;
Students will not be evaluated on the technical feasibility of their ideas; 
The report will be a group work. Groups must be composed of at most 
three students.  

FINAL DELIVERABLE: 

The exam consists in attending the seminars and delivering a report 
which follows the structure of the Business Model Canvas: 



Students will choose one of the problems mentioned in class as a base 
for their report;
Seminars will be held either in person or remotely based on the speaker; 
The seminars' recordings and slides will be posted online (if available);
Some seminars will require students to register. 

SEMINARS: 

Each week, students will attend seminars presenting different 
problems faced by cybersecurity experts: 



Be respectful to speakers and other students; 
Collaborate equally on the production of the final deliverable; 
Attend the seminars, and, when not possible, watch the recordings and 
read the slides;
Be academically honest, and give credit to the creators of ideas, 
inventions, works, texts, etc., present in their report; 
Write the report and interact with professors in English.

RULES: 

During this class, students are expected to: 



Ask questions and interact with professors and speakers. There are no 
stupid questions; 
Give feedback about the course and the seminars. A satisfaction survey 
will be sent after each seminar; 
Stay curious, choose a topic they have fun working on and think outside 
the box. 

RULES (CONT'D): 

Students are encouraged to: 



Working groups: link
Seminars' recordings: link 
Frequently Asked Questions (FaQ): link 
Course's website, with summaries of seminars and slides: link
Information about the final deliverable: link  
LinkedIn of the master's degree: link

USEFUL LINKS: 

https://docs.google.com/spreadsheets/d/1qSqHsc-6fl9mfrYNeSfyNvnhDzpyYBlT0HjCLGbitcU/edit?usp=sharing
https://drive.google.com/drive/folders/1NsFQ9JtUTQbQ2Z2EhFdkGDeq4MMlXmxK?usp=sharing
https://docs.google.com/document/d/1Znl76jvaZUqWGlVabwFFdt6c5IGS_BoE0MYKgIMYUI8/edit?usp=sharing
https://cybersecurity.uniroma1.it/seminars
https://cybersecurity.uniroma1.it/cybersecurity-seminars
https://www.linkedin.com/school/cybersecurity-master-degree-sapienza/?viewAsMember=true

